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FortiManager

FortiManager

» ALTIORE

Ce tuto est rendu disponible a I'ensemble de la communauté Esia grace a la contribution de notre

partenaire Altiore.

Leur site: https://www.altiore.be

Via l'interface WEB

Une fois connecté sur l'interface WEB du Fortimanager.

Cliquez sur « System Settings» et ensuite sur « Network » dans le menu de gauche
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SNMP v3

Cochez la case « SNMP agentl » et rentrez la description, la localisation et le contact. Cliquez ensuite
sur « Apply ». Il faut maintenant créer la communauté SNMP. Juste en dessous du bouton « Apply »,
cliquez sur « Create New ».
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Ajouter I'hdte (adresse IP d’E sia), le nom de la communauté et I'interface d’écoute. Cliquer

maintenant sur OK pour enregistrer la configuration.

Vous pouvez maintenant appliquer le pattern de supervision ESIA “default_snmp_forti_analyzer” ou
“default_gesa snmp forti_analyzer” qui fonctionne sur le manager et I'analyzer de Fortinet
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